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Abstract. One of the concerns in public and private sectors that remains over the time is the timely
identification of situations that destabilize the main objectives of organizations. Invariably, the first step in
any risk assessment methodology is the identification of the risks and this should be done meticulously. In
this paper, we analyze several approaches that have been addressed for the identification or risks arising
from the past, the current approaches and the needs for the future. These necessities show the challenges in
tools, and methodologies. This paper also presents a methodology of complex systems as an alternative to
address the problems of the determination of many factors, the interdependences between them, and the
operations research techniques that exist.
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1. Introduction

Risk management is a common practice in many fields such as industrial, financial, banking, business and construction, to name
a few. When organizations are aware of the risks, they can face it by elaborating control plans to use them when required. The
management systems consider many factors and tools to obtain knowledge about the risks associated with the enterprise.
Because the commercial practices are a core part of every country, the legal requirements have been increasing. For this reason,
the administrations must incorporate tools that can meet current needs and get the expected results.

The first step in risk management is Risk Identification, no matter what methodology is in use. This step is the initial point to be
able to control or mitigate any unwanted event in organizations. That is why this concept has become robust through the years,
and more hard tools have been used. However, there are different methodological approaches that have been addressed over the
years using different tools, soft and hard.

This paper presents the approaches and methodologies used and the current needs in Risks framework. The first section
establishes the definitions of risks identification, and the elements that have been incorporated in the concepts at present. Then,
in the second section, the approaches and methodologies that have been created for Risks Identification are analyzed. We also
analyze the literature that exists concerning the context or the environment. As the last section, a methodology of complex
systems is explained in order to analyze the advantages that could be applied in the identification of complex systems.

2. Risk ldentification

Through the time, the definition of risk identification has been changed, because the requirements of different sectors and areas
are more, so the attributes to treat the risks increase. Due to these needs, the definitions of risk and risk identification has been
changing across the time.

Risks are events, factors or even challenges that have negative consequences. Risks affect the successful completion of projects
in terms of achievements of system products, delivery of products or services, or adverse effects on research, time, cost and
quality [1].
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Risk Identification is an important initial step in the process of mitigation and control of risks under conditions of limited
available resources [2]. This step is defined as the process of finding, recognizing and describing risks, which involves the
identification of risk sources, events, their causes and potential consequences [3,4]. It is one of the key steps in any risk
management process, in any area such as supply chains, construction, finance or disaster reduction [2]. Also, implies the
determination of which risks can affect the project and the documentation of its characteristics [5]. In addition, it is considered
important to make sure that the risk range is also identified because, if this step is not determined, some events may be out of
range and not identified as a risk in a timely manner and therefore will not be evaluated or administered. Some authors consider
that this step includes examining how a compliance requirement, for example, a prohibition or obligation, can generate a risk

[6].

It is very important to focus on how an external or internal variable can cause instability in the system. This means that there
may be environmental factors, which could trigger the system to a risk state, changing the system from the environment
abruptly.

3. Approaches and methodologies used in Risks Identification
In this section, it is shown the approaches and methodologies used in Risk Identification, the tools used and the future trends.
3.1 Methodologies and Approaches

The quantitative risk assessment approach has not much changed since the early 1980s. Some of its most important limitations
are that the whole risk framework cannot be updated and that dynamic assessment approaches are complex [7].

Other proposed approaches are based on risk minimization. This methodology seeks to define a trajectory that describes the
behavior of the system. However, it reduces the system to a deterministic path. First, external variables are approximated by
deterministic functions. Exponential functions are then used to construct the model and it is as assumed that the data is accurate
and repeatable. Although in practice the data are inaccurate and unrepeatable [8].

In addition, in the literature has been proposed a methodology for quantifying the risks and opportunities associated with
international projects, using an Analytical Hierarchy Process (AHP) to compare how attractive a decision maker’s options [9].

One of the methodologies found with systematic risk approach, is applied in the construction area and focuses on developing a
model for project risk assessment. However, these authors establish a step called “risk assessment” after risk identification,
which is a bit different from other methodologies. In this paper, it is defined the identification of risks as the exhaustive
identification of the sources and causes of the risks. While the risk assessment (which is the second step) consists in the
determination of the characteristics of the risks and the establishment of interdependencies. A mathematical model for
identifying risks in a discrete time is proposed, and a mathematical simulation is used to know the influence of the risks in
different environments of the projects [10].

Frequently within the methodologies are used different types of tools, both soft and hard. However, the disadvantages of soft
tools are the vagueness of terms, arbitrariness or lack of transparency to determine the worst scenarios [11].

In addition, an improvement in risk management methodology with an efficient risk identification approach was [11]. The
authors proposed to determine the specific inputs in the risk identification step which are, environmental factors of the
organization, assets of the organizational process, the scope of the project and the risk management plan. As a result of the
identification of risks, a list of known risks, potential response actions, root causes of risks and categories of risks are expected.
Also, the tools that this methodology proposes are reviews of documentation, brainstorming, Delphi method, interviews, root
cause identifications, SWOT analysis, interventions, influence diagrams, cause diagrams, among other soft techniques. Finally,
the scenarios are obtained from the SWOT analysis.

One more approach is named integrated. This approach includes elements of governance, risk and compliance (GRC) in the
same management system [6]. What this approach promises to avoid duplicate efforts by taking into account aspects of GRC at
the same time. This methodology proposes to analyze the critical activities of the organization and then to detect the failures that
can arise in each activity. With brainstorming as a tool, the causes of possible scenarios are detected. There may be two
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approaches, one focusing on the requirements and the other on the facts. The first one, focuses on the requirements as a
framework determining all the rules of compliance, which means that the goals are linked to the requirements of a document and
not to government or client while the second one, seeks the assets [6]).

The structured approach for the risk identification of projects is based on a typology of risks for using in brainstorming
technique. The risks obtained are weighted in a matrix by means of linguistic probabilities [13]. The classification of every risk
is an interesting contribution that combined with other techniques, could be helpful to identify the risks with either soft or hard
tools of operations research.

A proposal for a systemic approach to risk identification has also been published [14], which analyzes the need for
methodologies with modeling approaches, requiring multilevel models and multilayer networks using different techniques that
meet these requirements.

Current approaches require tools that allow risk identification to be dynamic and continuous [2]. It is a tendency to evaluate
risks with a risk-based thinking [15,16, 17, 18]. And the use of the term “dynamic” denotes and additional attribute to know the
probabilities of system dynamics [2].

Governance, Risk
and Compliance
Approaches,
requeriment and

Deterministic data and
results.
It is assumed that data is

accurate and repeatable.

[19]

Exhaustive identification.

MonteCarlo.

Identification by
understanding the
context or by
different points of
view. Effects in
financial aspects,

Scenarios
generation from

facts.
[6]

Modeling
approaches,

multilevel models,

In-situ visits, marketing, SWOT analysis. incorporation of Start poing,
Key participants, technical, Project Determination of ranks of risks and Brainstorming, Risk Context,
Work team, and personal. [20] inputs and outpus multilayer Typology as Interactions
Historical data. [5] networks. checklist Deal with vagueness
[10] [14] [13] 71
QRA Systematic Contexto Enhaced Systemic, Structured Dynamic
1980 1992, 2007 2008 Integrated 2015 2016
2008 2014
Qsb
(Qualitative
System

Dynamics, 1996)

Fig. 1. Evolution of different approaches for Risk Identification.

Risks assessment and identification methods have so far been effective in managing hazards and sources of causes; they have
the disadvantage that they have been static. A dynamic approach is a method capable of taking into account new risks and new
warnings and systematically updating related risks [21]. Dynamic Risk Management Framework (DRMF) is a methodology,
which consists of defining the limits of study and considering early warnings of the system. It also defines the structure and the
context of the organization. The hazards related to the process, as equipment or substances used are then identified. So, the users
of this methodology can get scenarios of potential accidents, where the risks are. This first part includes the definition of the
system and the obtaining of the scenarios is done with the Bow-Tie method, where the critical events are identified [21].

Actually, the challenges in risk management methodologies are the dealing with complexity, uncertainty and ambiguity.
Complexity refers to the difficult task of identifying and quantifying causal links between a multitude of potential risks and
specific adverse effects. This difficulty is due to interactive effects, such as synergism and antagonism, long delay periods
between cause and effect, individual variations, intervening variables and others. It seems prudent to include additional
uncertainty components in procedures of risk management. High complexity and uncertainty favor the emergence of ambiguity
[22].
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There is a connection between the generation of scenarios and the underlying dynamics of the system since future behavior can
be predicted [23]. The states that are obtained as output from the system can be a consequence of the initial conditions along
with the mechanisms of the operations of the organization that are affected by any exogenous input of the system [2]. The
structures and the process of the systems are complex and usually multiscale in nature and difficult to analyze through the
average approach as commonly done [24].

The incorporation of the dynamic approach has application in different aspects that are inherent in industrial processes such as
accident modeling and its consequences, process design, implementation of safety systems, systems control, asset integrity and
maintenance planning, internal and external factors [7]. Currently, risk assessment and risk identification continues to be
developed, combining both hard and soft tools of operations research that allow real time results or broad systems knowledge to
be able to perform in the best way.

3.2 Trends of context.

Another key trend point is the environment and the context in which the system under analysis is developed. In general, the
environment is complex and in addition, it presents complex interactions between its elements. This can be seen from a complex
dynamic system where the whole is more than the sum of its parts [20]. Risks must also be identified from different contexts or
points of view. Over the years, multidisciplinary groups have been assembled to meet this objective. Although not exhaustive, it
has sought to involve both, personnel from different areas and different levels of the organization as it has different points of
view. However, it is necessary to introduce tools that consider different contexts and their interrelations. The strategic part seeks
to identify the effects on finance, staff development, customer and business processes with a balanced scorecard [25]. One of the
tools that have been used to manage contexts is to analyze an organization from its business, financial, market, technical, project
and personnel context [26] and finally interrelate them to each other [27].

3.2 Methods used in methodologies.

Until now, the most common methods used in some methodologies are mathematical programming, probability and statistics,
simulation, decision theory, queuing theory, fuzzy sets, stochastic programming, Markov chains, bow-tie analysis and Monte
Carlo simulation, and some variations of the previous methods [2]. Monte Carlo simulation has been used to generate the
cumulative density function of some projects. Soft methods use brainstorming, although is considered relative mild for the
context of compliance because it involves a group of experts from different disciplines [6]. The method called Qualitative
System Dynamics (QSD) [28], which is a documented and extensive technique that includes the development of influence
diagrams to structure the simulation model. Which is a very useful tool to generate knowledge of the system, however not all
variables can be defined numerically. Same situation with causal diagrams. However, these tools generate insights of the
system.

4. Complex systems approach

With previous information, it is easy to note the challenges and trends in all related to risk management, including every single
step as risk identification. So, this part presents a theoretical alternative for dealing with uncertainty, ambiguity and complexity.

Complexity science is the study of systems with many interdependent components, which, in turn, may interact through many
different channels. Most complex systems include multiple subsystems and layers of connectivity, and they are often open
value-laden, directed, multilevel, multicomponent, reconfigurable systems of systems, and placed within unstable and changing
environments. They evolve, adapt and transform through internal and external dynamic interactions affecting the subsystems
and components at both local and global scale [29]. When a complex system is changed, its system parameters, stability, and
dynamics may be affected. Everything depends on the interactions of the system elements. Unsuitable interactions can cause
that system behaves dynamically unstable or that it gets trapped in a suboptimal state [30].

For those systems that include systemic risks, it is essential to identify the elements, which can trigger unexpected large-scale
changes, and the literature recommends taking into account that systemic risks are mostly based on cascade spreading effects in
networks. In the past decades, a variety of scientific techniques has been developed to address these challenges [30]. These
include:

e Large-scale data mining,

e  Network analysis,
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System dynamics,

Scenario modeling,

Sensitivity analysis,

Non-equilibrium statistical physics,
Non-linear dynamics and chaos theory,
Systems theory and cybernetics,
Catastrophe theory,

The statistics of extreme events,

The theory of critical phenomena and,
Agent-based modeling.

In sum, if the complexity is considered as the valuable probability of the systems it is possible to establish models that allow us
to quantify it [35]. So, the following models could function as a tool [35]:

a. Ashby’s Model of Cybernetic Variety

b. The model of the statistical measurement of the complexity or thermodynamic

c. The network complexity model

d. The model of computational complexity

These models allow an evaluation of the complexity of the system. This finding is what has led to contemporary epistemological
research to renew the modes of representation of complexity from the observation that the complexity of a system changes [35].

There is an additional form related to the sudden shifts and irreversible movements and dynamics that are studied in the
complexity sciences. It is the science of networks that allow, to study free scale nets, phenomena of percolation, irruptions and
cascades of errors, being all concepts, models and approaches that explain magnificently how the network structure converts a
phenomenon, system or dynamics into a complex system [36].

Systems are taking the form of networks, for example social, organizational, and business networks that relate companies.
Typical network studies in sociology involve the circulation of questionnaires, asking respondents to detail their interactions
with others. One can the use the responses to reconstruct a network in which vertices represents individuals and edges the
interactions between them [37]. That information is useful to structure the network and then, with complex networks theory the
system could be analyzed.

In recent years, however, we have witnessed a substantial new movement in network research, with the focus shifting away
from the analysis of single small graphs and the properties of individual vertices or edges within such graphs to consideration of
large-scale statistical properties of graphs. When the structure of the system is analyzed, a common question is “What
percentage of vertices need to be removed to substantially affect network connectivity in some given way?” and this type of
statistical question has real meaning even in every large network. Studies of the effects of structure on system behavior on the
other hand are still in their infancy [37].

The most important phenomena in the life of human beings come from the microscopic scale but are reflected on the
macroscopic scale [36]. There are theoretical methods and principles of physics that have been applied to analyze behaviors of
the systems, and these are scaling and universality. Scaling has two categories of predictions; the first is a set of relations that
serve to relate the various critical point characterizing the behavior of functions. The second category is a sort of data collapse.
The predictions of the scaling hypothesis are supported by a wide range of experimental work, and by numerous calculations on
model systems. Moreover, the general principles of scale invariance used have proved useful in interpreting a number of other
phenomena, ranging from elementary particle physics and galaxy structure to finance.

Universality is the second concept. In the study of physical systems, the scaling properties of fluctuations in the output of a
system often yield information regarding the underlying processes responsible for the observed macroscopic behavior. Some
applications in different economic organizations where founded [38]. With the application of these two principles the
relationships between variables can be known, even with a small set of variables a macroscopic behavior can be determined.
Then, these universal relations can be inferred for different systems.
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The complexity of a phenomenon or system lies precisely in the contents and modes of both, randomness and the uncertainty
that the system has. The future or possible futures that the system has or may have increased the complexity of the phenomena
at a given time [36].

Then, new methodologies and approaches in complexity emerge that become perfectly necessary. The generic title in which
various methodologies are synthesized is the simulation [31]. Thus, complex systems can and should be simulated, it has to be
considered the computational sciences, the tools, and the computing approaches [36] .The use of modeling and simulation is
essential, since the science of complexity deal rather with realities with possibilities. Modeling and simulation do not simple
play a representative role. The heuristics and metaheuristics methods explore models, solution spaces, dimensions and crosses
between them [39].

Every technique is used depending on the system features and help to treat the complexity and uncertainty of the system. In the
next part, some key elements of one methodology that exist are explained. This methodology has been used in social systems
and recently is the base to propose a risk identification methodology.

4.1 Bases of a methodology of complex systems.

The study of a complex system involves introducing the notions of totality, hierarchy, self-organization, emergence and
analyzing the phenomena that occur in it as derivatives of properties that arise in the whole but which are not manifest in the
parts [31].

Knowledge is the construction, on the part of the subject that knows, of a conceptual representation of the object or process that
is known, so that this representation is an adequate reflection of reality with a view to the solution of a problem. This process of
constructing a conceptual model of reality based on perceptual experiences constitutes an epistemological process [32]. This
process is aided by an instrument, which is the paradigm, and allows to interpret this reality from a world view [33]. One of the
paradigms developed in recent years is that of complex systems. Through it, a portion of reality under study is conceptualized as
a complex system, while the rest of the reality that includes or is influenced by the system is defined as the environment or
environment of the system [32].

Computational model of
simulation

N /

Conceptual model or
study object

B N

»
/
Relevant theoretical paradigms

X Pl

\
Paradigm of complex system

ol »

\
\

Organizational reality to know

Fig. 2. Methodological scheme for the construction of the study object.

An organization is a complex adaptive system of social character, made up of human agents as basic members, who are
interrelated through communication that fulfill different functions in an appropriate structure of division of labor, to arise the
mission and objectives that have, both the organization and its members. The organization has properties, whose values depend
on its history and define its present state, as well as how to transform a set of inputs and stimuli from the environment into
responses and behaviors. These properties constitute their state variables and result from the process of interaction between the
members of the system, called systemic composition. Organizations are open systems, because they require and are in active

59



Séanchez Sanchez1 and Flores de la Mota / Risks and Operational Research. The new challenges based on the approaches used. 1JCOPI,
Vol. 7, No. 3, Sep-Dec 2016, pp. 54-61. ISSN: 2007-1558.

interaction with a complex environment. In this process of interaction, an organization changes state over time and the states it
adopts are the product of two factors: the internal dynamics of the organization and the intervention of exogenous actions and
events that comes from its environment altering in a predictable way or unpredictable the state of the organization [32].

So, in this way this methodology considers the environment, the interactions and the system dynamics of the system. The study
object is constructed based on the characteristics of the system and its environment. The figure 2 shows a general scheme with
five key elements. The reality to know is the starting point, seen as the problematic that contains all the elements of the punctual
problem. This reality has the trends, the necessities, and the available items in the present time for the problem. Once the reality
is determined (or a part of reality) is necessary to establish the specific problem to be addressed, for example the problem could
be the ignorance of different risk scenarios of an organization. In this part, is important to know the objectives of the system (the
organization), the critical elements, the interactions between those elements and the environment, using synthetic microanalysis
and recomposition as tools of system complex paradigm. This step is very important for studying how the system works and
which elements are relevant from the environment. Complexity management requires decomposition and recomposition of
systems. The black box approach allows that all that can be said of a system will be extracted from the information that is
collected of the changes of states observed at the exit, according to the stimuli delivered to the input [35]. This is complemented
by other theoretical techniques(next paradigm) as multilayer networks, simulation, mathematical tools and other theories. As
soon as every part of the system, and the environment are not only identified but interrelated the study object is built. Note that
both paradigms, are the way for constructing the study object. When the study object is established, it is easier to propose a
simulation model where different methods can be used.

In the analysis of the internal dynamics of a system must always be considered the evolution of the organization. For the analysis
of an organization, a teleological or intentional point of view must be taken to consider both, the influence of causal and
teleological and anticipatory mechanisms in the behavior of the system and its members. In this analysis, the interactions
between different hierarchical levels cannot be ignored, neither interactions between different aspects of the environment can be
isolated. In this process, must intervene several areas of knowledge [32], and different tools as complex networks, simulation
techniques, game theory, among other.

This methodology caught special attention because is very meticulous on how to establish the study object. And remembering
that complexity is a big challenge in risk management, it is an option to deal with it. Besides, the uncertainty and the ambiguity
can be incorporated using appropriate techniques throughout the established steps.

5. Conclusions and Future work

The methodological analysis related to the identification of risks allowed us to know the challenges of risk identification, mainly
the necessity to incorporate the dynamics of the system to the models and tools used. In this sense, it is possible to propose the
use of the methodology of complex system as an alternative for risk identification, because this let us to deal with complexity,
uncertainty and ambiguity using different techniques. Moreover, it also considers the objectives of the system, the environment,
the critical elements and the interrelationships.

There is a lot of work to do about the elaboration of methodologies. In particular the analysis of the results of the applications;
since the feedback is important to improve the techniques. Furthermore, the methods are a core part of the methodologies,
because they are the way to transform the data into system results. The right selection must be consciousness and is not only
important the skills of the manager or risk administrator but also the complexity of the organization or the system. Finally,
another important issue is to establish the concepts, the theories and paradigms with the researcher is going to work or wants to
improve.

References

1. Kasap, D. & Kaymak, M.: Risk Identification step of the project risk management. PICMET Proceedings. (2017)

Powell, J., Mustafee, N., Chen, A. & Hammond, M.: System-focused risk identification and assessment for disaster preparedness:
Dynamic threat analysis. European Journal of operational Research. 254. (2016)

1SO 9001:2015 Quality Managment Systes- Requirements

1SO 31000:2009 Risk Managment Principles and Guidelines

Barati, S. &Mohammadi, S.: Enhancing Riks Management with an Efficient Risk Identification Approach. IEEE. (2008)

Esayas, S.: Structuring Compliance Risk Identification Using the CORAS Approach: Compliance as an Asset. IEEE International
Symposium on Software Reliability Engineering Workshops, 281-286 (2014)

N

oaks W

60



10.
11.

12.
13.

14.

15.

16.
17.
18.
19.

20.

21.

22.
23.
24.

25.
26.
217.
28.
29.

30.
31.
32.
33.

34.
35.
36.
37.
38.

39.

Séanchez Sanchez1 and Flores de la Mota / Risks and Operational Research. The new challenges based on the approaches used. 1JCOPI,
Vol. 7, No. 3, Sep-Dec 2016, pp. 54-61. ISSN: 2007-1558.

Villa, V., Paltrinieri, N., Khan, F. &Cozzani, V.: Towards dynamic risk analysis: A review of the risk assessment approach and its
limitations in the chemical process industry. Safety Science. 89, 77-93(2016).

Weyer, E., Williamson, R.& Mareels, 1.: An approach to system identification based on risk minimization and behaviours. Proceedings of
the 31% Conference on Decision and Control. Tuzson Arizon (1992)

Dikmen, 1. & Birgonul, M.T.:An AHP based model for risk and opportunity assessment of international construction projects. Can J Civil
Eng33 (1) (2006)

Ren-hui, L.,& Feng-yong, Z.: Model Identification of Risk Management System. IEEE(2008)

Buncefield Major Incident Investigation Board.: The Buncefield Incident 11 December 2005. The final report of the Major

Incident Investigation Board. 1 (2008)

Barati, S. & Mohammadi, S.: Enhancing Risks Management with an Efficient Risk Identification Approach. IEEE (2008)

Swanepoel, E. & Pretorius, L.: A structured approach to risk identification for projects in a research environment. Proceedings of
PICMET: Management of the Technology Age (2015)

Serguieva, A.: Systemic Risk ldentification, Modelling, Analysis and Monitoring: An Integrated Approach. IEEE Conference on
computational intelligence for financial engineering & economics(2014)

AIRMIC, Alarm, & IRM.: A structured approach to Enterprise Risk Management (ERM) and the requirements of 1ISO 31000. (Accessed
November 2016). In: https://www.theirm.org/media/886062/1SO3100_doc.pdf.(2010)

Borodzicz, E. P.: Risk, crisis and security management. New York: Wiley (2005)

Dorfman, M.S.: Introduction to risk management and insurance (9 ed.). Englewood Cliffs, N.J: Prentice Hall (2007)

Trickey, G.: Risk types. OP Matters. The British Psychological Society.14 (2011)

Weyer, E., Williamson, R. & Mareels, 1.: An approach to system identification based on risk minimization and behaviours.
Proceedings of the 31 Conference on Decision and Control. Tuzson Arizon (1992)

Brownsword, M. & Setchi, R.: Putting risk into context. System Safety. 2" Institution of Engineering and Technology International
Conference (2007)

Paltrinieri, R., Khan, N., Amyotte, P. & Cozzani, V.: Dynamic approach to risk management: Application to the Hoeganaes

metal dust accidents. Process Safety and Environmental Protection. 92. (2014)

Renn, O. & Klinke, A.: Systemic Risks: A New Challenge for Risk Management. EMBO Rep. 5 (2004)

Powell, J. H.: System/scenario duality—a supporting equivalence. Journal of the Operational Research Society, 65, 1344-1360(2014) .
Li. J. & Mooson, K.: Exploring Complex Systems in chemical engineering-the multi-scale methodology. Chemical Engineering Science.
58. (2003)

Kaplan, S.& Norton D.P.: The Balanced scorecard: measures that drive performance. Harvard Business Review, pp (71-79)(1992)
Zachman, J.A.: Enterprise Architecture: The Issue of the Century.Database Programming and Design. March (1997)

Senge, P.: The Fifth Discipline: The Art & Practice of The Learning Organization.Random House Business Books(2006)

Coyle, R. G.: Systems dynamics modelling: A practical approach . London, UK:Chapman & Hall (1996)

Boccaletti, S., Bianconi, G., Criado, R., Del Genio, C.l., Gomez Gardafies J., Romance M., Sendifia-Nadal I., Wang Z. & Zanin

M.: The structure and dynamics of multilayer networks. Physics Reports 544 pp 1-122 (2014).

Helbing, D.: Systemic Risks in Society and Economics. Santa Fe Institute (2009)

Mitchell, M.: Complexity: A guide tour., Oxford, Oxford University Press (2009)

Lara-Rosano, F.: Ingenieria de Sistemas.Metodologias y técnicas. Plaza y Valdés pp. 20-38(2015).

Lara Rosano, F.: Metodologia para la planeacion de sistemas: un enfoque prospectivo. México, Direccion General de Planeacion,
Evaluacion y Proyectos Académicos UNAM(2002)

Khahzasd, N., Khan, F. &Amyotte, P.: Dynamic risk analysis using bow-tie approach. Reliability Engineering and System Safety. 104
(2012)

Tarride, M.: Complexity and Complex Systems. Manguinhos, I1.1. pags. 46-66 (1995).

Maldonado, C.: ;Qué es un Sistema complejo?. Rev. Colomb. Filos. Cienc. 14.29 pégs: 71-93 (2014)

Newman, M.E.J.: The structure and function of Complex Networks. SIAM Review. 45.2. pp 167-256 (2003)

Amaral, L.A.N., Gopikrishnan, P., Matia, K., Plerou, V., Stanley, H.E.: Application of statistical physics methods and concepts to the
study of science & technology systems. Scientometrics. 51.1 pags 9-36 (2001)

Maldonado, C., Gémez, N.: Modelamiento y simulacién de sistemas complejos. Universidad del Rosario. Documento de Investigacion
No. 66. (2010)

61



